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1. L%’ﬂgj‘viﬁﬁ Console Seqrite Endpoint Security Management

11]17‘1,8“351"11411142!91 Admin Settings > LLaU Server > Manage Devices > USB Devices

1} Admin Settings | @ Support | ? Help | [3 Logout

Segrite

- . . .]
Endpoint Security 7.6 enterprise suite Home Clients Settings Reports M &%
Admin Settings 2

Server Clients
Change Password Manage Devices USE Devices -
Change Email Address Network Devices

Following list contains devices which can be added to the device exceptions in Device Control settings.

Enter text sp by Model
SMTP Settings

USB by Serial
Manage Devices ¥ ) S : - Number
Device Name Device Type & Endpoint Name Serial Number

Data Loss Prevention No Records available Other Devices
Redirection
Manage Users
Internet Settings

Patch Management

General

Al Enabled Deep Predictive Malware Hunting Technology
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- 9z8%t619 Add Device T¥¥n15a1Ulnan Device Control package ng Click here

@ Add Device - Google Chrome

2eHelp

Endp0|nt (Yo g1 A livsondy | michael-pc:9111/html/pgadmset/retdev.htm?Productkey=7iVIKoFdONry0sAUtT 6yatiAcfo...

Admin Settings

Server

Change Email Addr

Add Device

Clients

1.Run DCCONFIG.EXE

Change Passw 2 Arttach device.

device one by one)

e Once a device is authorized, click on Browse button to select the file.
SMTP Settil  payice Control file path:
Manage Devi Browse
Data Loss Prevent Apply Cancel
Redirect
Note:
Manage Us

Internet Setti . . . !
folder=\Admin\dcconfig.exe

Patch Managemg

Gene

m devctrl (1).7z f\

In order to authorize device, please click here to download Device Control package.
Unpack Device Control package (DEWCTRL.7Z) after download is finished. Then follow these steps to
authorize device:

3.Authorize and click on Save To File. A file <file_name=> will be created. (Note: you can authorize single

1.1f you are unable to download the package, you may also use the Device Control Tool to add devices This
tool is available at the location given below on the EPS server. Path of Device Control Tool: <installation

LARSHAHA x

r—) Logout

)
A =

USB Devices -

here ay

Model Name

Al Enabled Deep Predictive Malware Hunting Tec

- 5ulna dcconfig.exe

L]

nloads » devctrl (1) » dewvctrl

[ Mame B Date modified Type Size
|_'| acasmisc.dll Application exten.., 238 KB
|J acevtlog.dll Application exten.., 192 KB
|_'| acres.dll Application exten... 95 KB
|_'| ctrilib.dll Application exten...

ﬂ deconfig Application 00 KB
| deio.dll Application exten.., 41 KB
|_'| decres.dll Application exten... 28 KB
[ ] epspk.dat DAT File 1KB
|_'| GDIPLUS.DLL Application exten.., 1,677 KB
|J mfc30u.dll Application exten.., 1,136 KB
|j Microsoft.VCO0.CRT.manifest MAMIFEST File 1KB
|j Microsoft.VC90.MFC. manifest MANMIFEST File 1KB
|_'| msvepd0.dil Application exten.., 556 KB
|J mswerd.dll Application exten... 641 KB
|_'| registry.dll Application exten... 96 KB
[ ver.cnf CNF File 2KB
|_'| verinfo.dll Application exten.., 28 KB
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- INN15LaeU USB > Retrieve > A9%@ USB > Anvdasdviagy > Add

&Y Seqrite Endpoint Security - Device Control

This tool will help you to add Removable USE Device which can be managed under Device
Control. You can add only one device at a time. If you have multiple USB Devices connected
to the system then remove all USEB Devices and attach only one USB Device which you want
to add.

Click on Retrieve to see details of USB device attached to the system.

Retrieve

—Dievice Details

Serial Number: TCOFDSDB

Manufacturer: GEMERIC
Size: 15 GB
Device Name: | usH|

Make this device accessible only within your corporate netwark.

Enabling this option will make this device inaccessible to all other system(s) that
do not have Endpoint Security Client installed. This helps to prevent data leak as
users can not access the device on any other system outside your corporate

Encrypt this device.

Enabling this option will first format your USB device, this operation will require
time depending upon size of USB device, it provides enhanced security to your
data.

add || | close

- $11n15 Format USB n@ Start > iy USB Seudas

& Seqrite Endpoint Security - Devieg™=——

Formatting USB Drive (E:) b
This tool will help you to add Rerr c L ader Device
Control. You can add only one de B i connected
to the system then remove allUS 146 GB Ich you want
to add.
File system

Click on Retrieve to see details of

—Device Details—— 8192 bytes
Serial Number: TCOoFosC

FAT32 (Default)

Allocation unit size

Manufacturer: CEMN ERI‘ Restore device defaults

Size: 15| Formatting USB Drive (E:) x

Device Name: E
o Format Complete.
Make this device acce
Enabling this option v

do not have Endpoint

users can not access
l i

Encryptthis device. N

Enabling this option will Il require
time depending upon si ¥ to your
data. Start Cancel

| add | | cClose
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1. L%’ﬂgj%ﬁ'} Console Seqrite Endpoint Security Management
1‘1J17;L3J‘Idﬁ'1uuqu Admin Settings > WU Server > Manage Devices

> Add Devices > USB by serial Number

{:} Admin Settings Support | ‘? Help [> Logout

Segrite a
End pOInt Security 7.6 Enterprise Suite Home Clients Settings Reports ) ]
Admin Settings 2
Server Clients
Change Password Manage Devices Add Devices -

Change Email Address S ) ) ) ) ) ) ; ; MNetwork Devices
Following list contains devices which can be added to the device exceptions in Device Control settings.
Motification USB Devices
Enter text |Jsg by Mode

SMTP Settings
USE by Serial
Number

Manage Devices

Device Name Device Type Endpoint Name Serial Number

. ) Other Devices
ata Loss Prevention USE USB Storage Device - 7COFOSDB -

Redirection
Manage Users
Internet Settings
Patch Management

General

Al Enabled Deep Predictive Malware Hunting Technology

¥
K

- f9%8 USB > 1d Serial Number > OK

Add Device by Serial Number b 4

Device Name

Add Serial Number o Device added successfully.

,G

86AG9B1D
- |
=
- 0K Cancel
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£+ Admin Settings | (W Support ? Help [> Logout

Segrite

- ~ 1
Endpoint Security 7.6 enterprise suite Home Clients Settings Reports M %
Admin Settings ?

Server Clients
Change Password Manage Devices Add Devices -

Change Email Address _— ) ) ) ) - ) )
Following list contains devices which can be added to the device exceptions in Device Control settings.

Notification
Enter text here Q.
SMTP Settings
Manage Devices F ) I ) :
Device Name Device Type « Endpaoint Name Serial Number Model Name
Data Loss Prevention USB USB Storage Device - 7COFOSDB
Redirection U USB Storage Device - 86A69B1D

Manage Users
Internet Settings

Patch Management

General
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